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Office of the Secretary of the Treasury § 2.2 

1 Related references are related to sections 
of Executive Order 12356, 47 FR 14874, April 6, 
1982. 

2.17 Systematic review for declassification 
[3.3]. 

2.18 Mandatory declassification review [3.4]. 
2.19 Assistance to the Department of State 

[3.3(b)]. 
2.20 Freedom of Information/Privacy Act re-

quests [3.4]. 

Subpart D—Safeguarding 

2.21 General [4.1]. 
2.22 General restrictions on access [4.1]. 
2.23 Access by historical researchers and 

former presidential appointees [4.3]. 
2.24 Dissemination [4.1(d)]. 
2.25 Standards for security equipment 

[4.1(b) and 5.1(b)]. 
2.26 Accountability procedures [4.1(b)]. 
2.27 Storage [4.1(b)]. 
2.28 Transmittal [4.1(b)]. 
2.29 Telecommunications and computer 

transmissions. 
2.30 Special access programs [1.2(a) and 

4.2(a)]. 
2.31 Reproduction controls [4.1(b)]. 
2.32 Loss or possible compromise [4.1(b)]. 
2.33 Responsibilities of holders [4.1(b)]. 
2.34 Inspections [4.1(b)]. 
2.35 Security violations. 
2.36 Disposition and destruction [4.1(b)]. 
2.37 National Security Decision Directive 

197. 

Subpart E—Implementation and Review 

2.38 Departmental management. 
2.39 Bureau administration. 
2.40 Emergency planning [4.1(b)]. 
2.41 Emergency authority [4.1(b)]. 
2.42 Security education [5.3(a)]. 

Subpart F—General Provisions 

2.43 Definitions [6.1]. 

AUTHORITY: 31 U.S.C. 321; E.O. 12958, 60 FR 
19825, 3 CFR, 1995 Comp., p. 333. 

SOURCE: 55 FR 1644, Jan. 17, 1990, unless 
otherwise noted. 

Subpart A—Original Classification 

§ 2.1 Classification levels [1.1(a)].1 
(a) National security information 

(hereinafter also referred to as ‘‘classi-
fied information’’) shall be classified at 
one of the following three levels: 

(1) Top Secret shall be applied to in-
formation, the unauthorized disclosure 
of which reasonably could be expected 

to cause exceptionally grave damage to 
the national security. 

(2) Secret shall be applied to informa-
tion, the unauthorized disclosure of 
which reasonably could be expected to 
cause serious damage to the national 
security. 

(3) Confidential shall be applied to in-
formation, the unauthorized disclosure 
of which reasonably could be expected 
to cause damage to the national secu-
rity. 

(b) Limitations [1.1(b)]. Markings other 
than ‘‘Top Secret,’’ ‘‘Secret,’’ and ‘‘Con-
fidential,’’ shall not be used to identify 
national security information. No 
other terms or phrases are to be used 
in conjunction with these markings to 
identify national security information, 
such as ‘‘Secret/Sensitive’’ or ‘‘Agency 
Confidential’’. The terms ‘‘Top Secret,’’ 
‘‘Secret,’’ and ‘‘Confidential’’ are not to 
be used to identify non-classified Exec-
utive Branch information. The admin-
istrative control legend, ‘‘Limited Offi-
cial Use’’, is authorized in Treasury Di-
rective 71–02, ‘‘Safeguarding Officially 
Limited Information,’’ which requires 
that information so marked is to be 
handled, safeguarded and stored in a 
manner equivalent to national security 
information classified Confidential. 

(c) Reasonable Doubt [1.1(c)]. When 
there is reasonable doubt about the 
need to classify information, the infor-
mation shall be safeguarded as if it 
were ‘‘Confidential’’ information in ac-
cordance with subpart D of this regula-
tion, pending a determination about its 
classification. Upon a final determina-
tion of a need for classification, the in-
formation that is classified shall be 
marked as provided in § 2.7. When there 
is reasonable doubt about the appro-
priate classification level, the informa-
tion shall be safeguarded at the higher 
level in accordance with subpart D, 
pending a determination of its classi-
fication level. Upon a final determina-
tion of its classification level, the in-
formation shall be marked as provided 
in § 2.7. 

§ 2.2 Classification Authority. 

Designations of original classifica-
tion authority for national security in-
formation are contained in Treasury 
Order (TO) 102–19 (or successor order), 
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